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According to Verizon (2022), the Data Breach Investigations Report highlights that 82% of data breaches in 2022 are related to human factors such as phishing, error, misuse, and use of stolen credentials, where internal actors present 39% of data breaches in the healthcare sector. Human factors are defined as information about human behavior, abilities, and limitations that need to be considered during the design of systems for reliable and safe human use (Ayereby, 2018). Yeo & Banfield (2022) studied healthcare data breach records between 2015 – 2020 and found that 73.1% of data breaches were caused by unintentional human factors such as failing victims to phishing and ransomware, carelessness, and negligence.

Phishing attacks are a kind of exploitation of human behavior traits that enable the attacker to influence the user to do the desired (Karakasiliotis et al., 2006). Phishing emails rely on the inability of users to differentiate the legitimate and illegitimate senders and try to convince them that they are revealing their confidential information while they trust that they are connected to the legal network or website (Alseadoon, 2014). Frauenstein & Flowerday (2020) examined phishing susceptibility for 215 respondents by sending phishing emails from Facebook accounts and found that such traits as agreeableness, neuroticism, and openness had a positive influence on heuristic processing in the contrast, conscientiousness had a negative which is less susceptible to phishing on social networks.

Phishing attacks impact negatively on individuals and entities; for example, identity theft as an influence of phishing could cause not only financial loss but also influence people's psychology and emotion (Vučković et al., 2018). In September 2020 Anthem Inc. paid $16 million in penalties for HIPPA violations beside that Anthem paid a $48.2 million multistate settlement in penalties (Steve Alder, 1 October 2020). Anthem announced a data breach of 78.8 million records due to a cyber-attack because a user opened a phishing email (California Department of Insurance, N.D).

Stolen credentials are mostly caused by weak or reused passwords, brute-force, and password sharing. The inability to remember due to human memory limitations could cause people to choose simple/weak, reuse passwords, or one-time passwords. Herley (2009) highlighted that the user tends to use an easy password instead of a strong password, which is hard to remember, moreover reusing the same password on many websites is common. Because individuals have many accounts that require many passwords consequently, forgetting passwords increases which make people tend to use a combination of names, birthday, and address. Fernández-Alemána et al. (2015) evaluated the security behavior in a real clinic and found that 62.2% of respondents reported weak passwords, moreover, because too many systems required passwords, infrequent use, and complexity of passwords weak passwords can be found as a result. ASMIS expect to have a strong authentication system and support multi-factor authentication technique.

According to Rajah et.al. (2020) poor password habits such as weak and reuse passwords have a significant positive impact on personal data breach that enables hackers to gain unauthorized access which could be used in illegitimate activities. Personal information and stolen credentials could be to access a user's bank account or online accounts and cause financial and reputation loss. In 2012, Dropbox announced that email information for 68 million user credentials was hacked and for sale on the dark net because an employee reused a password hacked on another website (Karen Turner, 7 September 2016). More than 50 million credit cards and emails were stolen from Home Depot by a hacker who used a stolen credential (Artiningsih & Sasmita, 2016), Home Depot paid $134.5 million to credit card as a penalty (Michael Hill, 16 August 2022).

Privilege abuse is a kind of insider threat related to human misuse, the privileged user who is authorized to access the system or network depends on his function. Insider threats could be employees, customers, or business partners, privileged abuse can be caused by disgruntled employees or other reasons, privileges such as reading, writing, and execution for users per their functions (Elifoglu et al., 2018). ASMIS should not give privileges to all at the same level. A system administrator is a legitimate user who has full admin privileges to all system resources that pose threat to the organization because of the trust given and the high level of access (Magklaras & Furnell, 2001). Data should be protected and restricted access on role-based instead of access by all, Hospitals should apply role-based control for a different level of access, therefore, privileges of doctors, nurses, and administrative employees should be different (Cobia, 2019).

The damage that comes from insiders caused by administrators or who have power privileges is high and can affect the whole system, damage from insiders such as privileged employees can be stolen or compromised confidential or customer information which could cause financial and reputation loss (Elifoglu et al., 2018). One of the famous cases of privilege abuse is the NSA contractor Edward Snowden who downloaded sensitive NSA files using a USB stick (Howe, 2019).

Queen medical center management during the implementation of the ASMIS system to ensure that is usable and secure, should be considered breaches caused by phishing, the use of stolen credentials, and privilege abuse/misuse which are human factors, where humans play a major role in data breaches.
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